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Description automatically generated]Application Integration Request 
(Replacing Third Party Application Request)

This request is for single sign on, federation with Azure, Azure application registration, or integration into the Shared tenant.
All integration requests will require the following:
· You will need to complete and submit the Application Integration Request Form.
· CE will review permissions and access to determine if testing and validation are needed.
· OCS will determine what if any security review will be needed (If a security review is necessary, OCS will work directly with you. If a review is not required, then they will provide an approval directly to CE).

Requester Name: Click or tap here to enter text.
Requester Email:  Click or tap here to enter text.
Agency: Click or tap here to enter text.
Is this a new request or a modification of an existing integration/request for your agency? (Select one) *
☐    New request for our agency 		☐    Modification to an existing integration/request
Is this request covered by an existing Security Design Review (SDR)? If so, please provide the name of the Design Review or solution reviewed by OCS *:
Click or tap here to enter text.
Name of Application: Click or tap here to enter text.
Name of Vendor: Click or tap here to enter text.
Is this application on OCS’s pre-approved list? (Approved Solutions (sharepoint.com)) (Select one) *
☐    Yes		☐    No
What type of application? (Select one) *
☐    SaaS				☐    Internally Developed Application		
☐    Third Party / COTS		☐    Microsoft Application
What will you need to integrate with? (Select all that apply)*
☐    O365 (Outlook, Word, Excel, PowerPoint, Project, Visio)
☐    Teams	☐    InTune	 ☐    SharePoint	☐    Power Platform
Other:  Click or tap here to enter text.


What types of users will access this application? (Choose all that apply)*
 ☐   Employees (EntraID)		☐    Contractors (EntraID)		☐    B2B (EntraID)
 ☐   Public (SAW)			☐    Other: Click or tap here to enter text.
What type of SSO authentication is required? (Select one)*
☐    SSO - Oauth / OIDC		☐    SSO – SAML		☐    Other/Unknown
Have you already created security access management groups? If so, please list the groups below:
Click or tap here to enter text.
Is SCIM being requested? *
☐    Yes		☐    No
Are there any Conditional Access Policy, Claims Rules, Oauth Scope/Consent, and/or other implementation details which are pertinent?
Click or tap here to enter text.
Are API permissions required? * 
☐    Yes – Please indicate API permissions required:  Click or tap here to enter text.
☐    No
Types of permissions required (Select one)*
☐    Application-Level Access	☐    Site Level Access		☐    Delegated Permissions		
☐    SSO Only and/or Not Applicable
Category of data (Select one)*
☐    Category 1	 ☐   Category 2	☐    Category 3	☐    Category 4	
☐    SSO Only and/or Not Applicable
Where is data stored? (Select one)*
☐    O365		☐    Application	☐    Both	☐    Other	
☐    SSO Only and/or Not Applicable
Ensure you discuss eDiscovery, Retention, Privacy, Data Protection, Data Security, and other risks with your agency's Information Governance leaders. Include your contact information below for any inquiries from WaTech.
Click or tap here to enter text.

Please attach vendor documentation. This documentation should detail the vendors recommendations for implementation including all API, Read Only and Read/Write access permissions needed.
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